PRIVACY RULES UNDER TITLE V OF GRAMM-LEACH PROPOSED

Leonard A. Bernstein, George Magera, and Jonathan Levin

The Office of the Comptroller of Currency ("OCC"), Federal Reserve Board ("Fed"), Federal Deposit Insurance Agency ("FDIC") and Office of Thrift Supervision ("OTS") (collectively, the "Agencies") have published proposed privacy rules ("Proposed Privacy Rules") implementing Subtitle A of Title V ("Title V") of the Gramm-Leach-Bliley Act of 1999 ("Gramm-Leach"). Title V addresses the right of financial institutions to share customer financial information and the corresponding right of consumers to protect the confidentiality of that information. Title V was enacted on November 12, 1999, and takes effect 6 months following the adoption of the Proposed Privacy Rules, which must be adopted by no later than May 12, 2000. Comments on the Proposed Privacy Rules must be received by the Agencies by no later than March 31, 2000.

The Proposed Privacy Rules would clarify and expound upon the requirements imposed by Title V. The Proposed Privacy Rules are identical in most respects to the provisions in Title V, except for the definitions of "nonpublic personal information," "personally identifiable financial information" and "publicly available information." The National Credit Union Administration, Federal Trade Commission and Securities Exchange Commission also are expected to issue proposed privacy rules comparable to the Proposed Privacy Rules.

The following is a brief summary of Title V and the Proposed Privacy Rules.

Summary of Title V and the Proposed Privacy Rules

Scope

- Title V generally imposes upon every "financial institution" an affirmative and continuing obligation to protect the confidentiality of its customers' "nonpublic personal information."

The Proposed Privacy Rules would apply only to nonpublic personal information about consumers who obtain financial products or services from financial institutions for personal, family or household purposes. The Proposed Privacy Rules would not apply to information about businesses or business purpose transactions.
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Cyberspace and E-Commerce Law Committee Update

The Cyberspace and E-Commerce Law Committee has now grown to over 80 members since it formed last summer. The Committee meets monthly, and at recent meetings we have had guest speakers from two prominent local web development firms, The Sycamore Group and Omnient Corporation. The speakers focused on new developments in the e-commerce field, including the new XML web browser database language and recent successful and not so successful web site e-commerce models.

The Committee also had presentations by members on recent developments and cases in cybersquatting, web linking disputes, and on the new FTC regulation requiring certain disclosures on web sites that collect personal information from children under 13 years old. This new regulation became effective on April 21.

The Committee will be covering the new field of web site liability insurance at an upcoming meeting, and we hope to have a speaker from one of the major insurance companies that offers this new type of insurance.

Recently, PBI requested that the Committee have some of its members participate on a panel for an e-commerce program to be held in Philadelphia, Harrisburg and Pittsburgh scheduled for this summer.

Committee meetings are held monthly. Anyone interested in becoming a member of the Committee should contact Steve Foxman at smt@escm.com. All members are part of an e-groups listserv, and get notices of monthly meetings and other items of interest for lawyers who work in this area of practice.

ARTICLES WANTED!

We’re always looking for articles of interest to our Section’s members. If you’ve written an article that you’d like to see included in the Business Law Report, please forward it in electronic format to Kim Jessum, the Newsletter’s editor, at krjessum@nlb.com. Thank you!
Insurance and the Internet Programs

The Insurance Committee of the Philadelphia Bar Association will sponsor two brown bag luncheon programs on "Insurance and the Internet." The programs are scheduled for Tuesday, May 23 and Wednesday, May 31 at 12 noon at the Philadelphia Bar Association, 1101 Market Street, 11th Floor, Board of Governors Room.

Topics to be covered include intellectual property, meta tag issues, privacy, sale of insurance policies on the internet, agents and brokers licensing issues that arise from internet sales and insurance coverage for internet/e-commerce risks. Speakers will be Eric G. Begen of Blank Rome Comisky & McCauley LLP and Edward M. Dunham of Duane Morris & Heckscher LLP.

These programs will begin promptly at 12 noon and will last one hour. Reserved box lunches will be available for $7.50 per person. Watch your mail boxes and e-mail for further details about this program. Please join us for these interactive sessions on cutting edge topics! If you have any questions about these events or this committee, please contact Alice P.L. Schwartz at (215) 241-0696.

Tax Exempt Finance Committee Update

The Tax Exempt Finance Committee has adopted a general format of informal brown bag lunch meetings on the third Wednesday of each month (except during the summer) to discuss current issues and to periodically have fundamentals sessions to provide a learning opportunity for young lawyers. These meetings will be held at the offices of Wolf, Block, Schorr and Solis-Cohen LLP, 22nd Floor, 1650 Arch Street.

At the first meeting of this year, which was held on March 15, the discussion focused on selective disclosure, issuer use of web sites to disseminate information and disclaimers in offering documents. The next meeting was held on April 19 and was a fundamentals session considering the nature of a bond financing and the responsibilities and roles of counsel. Several experienced tax exempt finance lawyers participated in a mach initial working group meeting to highlight the issues.

Anyone who would like to receive notices of future meetings should e-mail their name, address, e-mail and phone number to mbudin@wolfblock.com.

Intellectual Property Committee Update

The Intellectual Property Committee has held a meeting each month this year. The February meeting included a discussion of the new anti-cybersquatting statute. The March meeting included an in-depth program covering the recent trend in patenting of methods of doing business and what actions business and corporate attorneys should be considering for their clients in view of this trend. The April meeting covered issues involving IP and employment contracts.

The next meeting of the committee will be on June 1, 2000 at 8:30 AM in the A.D. Caesar Conference Room of Caesar, Rivise, Bernstein, Cohen & Pokotilow, Ltd. at 1635 Market Street in Philadelphia. Manny D. Pokotilow will speak on the subject of "Can your client's website link to websites of others without running afoul of IP law?"

Those interested in becoming a member of the committee should contact its Chair, Barry A. Stein, of Caesar, Rivise, Bernstein, Cohen and Pokotilow, Ltd., or its Vice Chair, Evelyn H. McConathy of Dilworth Paxson, LLP.

Securities Regulation Committee Update

The Securities Regulation Committee has had an active first quarter of 2000. Most recently, it held another in its series of successful "Brown Bag" luncheons on February 24, 2000, discussing newly-adopted SEC rules governing audit committees of publicly-held companies and new disclosure requirements to which publicly-held companies will be subject in future SEC filings. Panelists Frederick D. Lipman of Blank Rome Comisky and Cauley LLP and Jacob S. Frenkel of Grant & Eisenhofer, P.A. discussed the new rules and their potential impact on public companies and the operation of those companies' audit committees in the future.

The committee continues to work on several CLE programs for the second half of 2000, including an ambitious program on the convergence of the securities, banking and insurance industries. The committee always welcomes new members, and anyone interested in joining or having questions regarding the committee should contact committee Chair John Reilly (215.665.3877 or e-mail reillyj@bjpc.com) or committee Vice-Chair Kathleen M. Shay (215.979.1210 or e-mail at Kmshay@duanemorris.com).
Business Litigation Committee Update

The Business Litigation Committee has continued its work in support of the Philadelphia Court of Common Pleas Commerce Program, began under the able leadership of the original committee chairs, Mitchell Bach, Jay Dubow and John Lavelle, and significant effort by section leadership and commerce court task force leaders, including Len Bernstein, Greg Mathews, Larry Lichtenstein, Cliff Haines, and Mark Sonnenfeld.

Business Litigation Committee members have consulted with the court in a few minor revisions to the Administrative Order governing the Commerce Program, in particular to clarify how discovery disputes would be processed. The February 22, 2000 revised Administrative Order is available on the Court’s web site at http://courts.phila.gov/pdf/regs/2000/cptad01-00.pdf. If you have any comments or suggestions regarding the Commerce Program, please address them to the attention of Edward G. Biester, III, Duane, Morris & Hecksher, LLP, One Liberty Place, Philadelphia, PA 19103-7396, phone (215) 979-1162, fax (215) 979-1020, email egbiester@duanemorris.com.

In February, Judge Sheppard, together with Business Litigation Committee members, met with the new Commercial Lease Committee to discuss litigation of commercial lease and real estate matters in the Commerce Program, and logistics for processing confessions of judgment. In April, the Business Litigation Committee met jointly with the ADR Committee to discuss alternative dispute resolution in the Commerce Program, and those committees expect to sponsor a joint program on that subject in the fall.

In conjunction with the Pennsylvania Bar Institute, Judge Herron and Judge Sheppard, together with Business Litigation Committee members, are preparing to present a reprise of a Continuing Legal Education program originally presented in December 1999, titled “The Nuts and Bolts of the New Commerce Case Management Program in Philadelphia County” on Wednesday, May 17, 2000, from 8:30 a.m. to 12:50 p.m. If you missed the presentation in December, please mark your calendars for May 17.

Business Litigation Committee members, in an effort led by Vice Chair Darryl May, have also prepared a chapter on the Commerce Program for the upcoming edition of the Pennsylvania Bar Institute’s Philadelphia Court of Common Pleas Civil Practice Manual, and, led by Mitchell Bach, assisted in preparing an overview of the Commerce Program for the Court’s manual “Civil Trial Division Administration At A Glance 2000,” to be posted online at http://courts.phila.gov.

The Business Litigation Committee has submitted to the Court an initial proposed list of volunteer Commerce Program Judges Pro Tempore. Thanks to all section members who submitted their names. A list of Commerce Program Judges Pro Tempore designated by the Court should be posted soon at http://courts.phila.gov.

The Business Litigation Committee is looking for volunteers to assist with the committee’s web site and future committee programs. Please send an email to egbiester@duanemorris.com, call or come to our next meeting on May 9, 2000.

Privacy Rules
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• Title V defines “financial institution” to include any institution the business of which is engaging in activities that are permissible for “financial holding companies,” which are permitted by Gramm-Leach to engage in a broad variety of activities, including banking, insurance and securities activities.

The Proposed Privacy Rules would define “financial institution” to include any institution that engages in activities that are financial in nature or incidental to such financial activities as described in Section 4(k) of the Bank Holding Company Act of 1956.

• Title V defines “nonpublic personal information” to include personally identifiable financial information (excluding publicly available information and lists, descriptions or other groupings of consumers derived without using nonpublic personal information) which (1) is provided by a consumer to a financial institution or (2) results from a transaction with the consumer of any service performed for the consumer or (3) is otherwise obtained by the financial institution.

The Proposed Privacy Rules present two alternatives for the definition of “nonpublic personal information” based on differences in the definitions of “personally identifiable financial information” and “nonpublic
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personal information.” One definition generally would exclude information actually obtained from a publicly available source; the second definition generally would exclude information which could (but need not) have been obtained from a publicly available source.

Initial and Annual Disclosure of Privacy Policies

• Title V requires a financial institution, prior to disclosing any nonpublic personal information to a nonaffiliated third party, to provide the consumer with a clear and conspicuous disclosure of its privacy policies at the time of establishing a customer relationship with the consumer (i.e., the initial disclosure) and not less than annually during the continuation of such customer relationship (i.e., the annual disclosure). In so doing, the disclosure requirements in Title V differentiate between “customers” and “consumers.”

The Proposed Privacy Rules would define a “consumer” to be an individual who obtains from a financial institution financial products or services for a personal, family or household purpose. A “customer” would be defined as essentially a consumer who has a “customer relationship” with a financial institution. With respect to consumers who never become customers of a financial institution, the Proposed Privacy Rules would make clear that the financial institution need not provide any notice to the consumers unless the financial institution intends to disclose nonpublic personal information about that consumer to nonaffiliated third parties outside any of the available exceptions (see discussion of exceptions below).

With respect to customers, the Proposed Privacy Rules would require that financial institutions disclose, at the time they first establish the customer relationship, and not less than annually during the continuation of the customer relationship, their policies and practices with respect to (1) disclosing nonpublic personal information of customers and former customers to affiliates and nonaffiliated third parties (including, for current customers, the categories of information that may be disclosed) and (2) protecting from disclosure the nonpublic personal information of customers.

The Proposed Privacy Rules would clarify that for purposes of the initial privacy policy notice, a customer relationship is established when the financial institution and consumer enter into a continuing relationship; isolated transactions or repeated transactions at an ATM owned by a financial institution would not constitute a continuing relationship.

The Proposed Privacy Rules would clarify that the annual privacy policy notices need not be given to customers with whom a financial institution no longer has a continuing relationship (such as when a loan is paid in full or charged-off, when assets are sold without retaining servicing rights, or when a financial institution has not communicated with the customer, except for the annual privacy policy notice, within a period of 12 consecutive months).

The Proposed Privacy Rules also would clarify that both the initial and annual privacy policy notices must (1) be clear and conspicuous, (2) be provided in writing, or if the consumer agrees, electronically (no oral notices), such that each recipient can reasonably be expected to receive actual notice (e.g., by hand delivery, mailing a copy to customer’s last known address, or email if the customer receives a financial product electronically and agrees to such form of communication), (3) accurately reflect the privacy policies of the financial institution as of the time the notices are provided, and (4) contain the following information:

(a) categories of nonpublic personal information that a financial institution may collect according to the source of the information;

(b) categories of nonpublic personal information that a financial institution may disclose according to source, with examples of the content of the information;

(c) categories of affiliates and nonaffiliated third-parties to whom a financial institution discloses nonpublic personal information by types or lines of business;

(d) information on the policies and practices of the financial institution with respect to sharing information concerning former customers with affiliates and non-affiliated third-parties;

(e) if the financial institution discloses nonpublic personal information to third parties pursuant to the joint marketing exception (see discussion of exemptions below), a separate description of the categories of information that are disclosed and the categories of third parties providing the services;
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(f) an explanation of the customer's "opt-out" right (see discussion of opt out right below), including the methods available to exercise that right;

(g) any disclosures that a financial institution makes pursuant to Section 603(d)(2)(A)(iii) of the federal Fair Credit Reporting Act (relating to affiliate opt-out disclosures); and

(h) information on the financial institution's policies and practices with respect to protecting the confidentiality, security and integrity of nonpublic personal information.

Non-Disclosure Requirements

• Under Title V, a financial institution is prohibited from disclosing, directly or through any affiliate, to a nonaffiliated third party any nonpublic personal information (1) unless the institution has provided the customer with a notice indicating that such information may be disclosed to such third party and giving the customer an opportunity to “opt” for nondisclosure (i.e., “opt out”) and (2) (although not explicitly stated in the law) the customer has not elected to opt out.

The Proposed Privacy Rules would clarify that the “opt out” requirement applies whether or not the consumer establishes a customer relationship with the financial institution and that a consumer must be given a reasonable opportunity to “opt out.” For isolated transactions, the opportunity would be considered reasonable if the consumer must decide as part of the transaction whether or not to opt out. For notices that are mailed, the consumer would need to be given at least 30 days to make the “opt out” election. The Proposed Privacy Rules also would make clear that the financial institution need not provide any opt-out notice to the consumer unless the financial institution intends to disclose nonpublic personal information about that consumer to nonaffiliated third parties outside any of the available exceptions (see discussion of exceptions below).

The Proposed Privacy Rules would require that an opt-out notice must (1) be clear and conspicuous, (2) accurately explain the right to opt out, (3) inform the consumer that the financial institution may disclose nonpublic financial information (identified by category of information) to nonaffiliated third parties (identified by category of third parties), (4) state that the consumer has the right to opt out, and (5) provide the consumer with a reasonable means by which to opt out (e.g., check boxes, self-addressed stamped reply forms, or email addresses). The opt-out notices also would be able to be provided on the same form as the initial and annual privacy policy notices.

The Proposed Privacy Rules would clarify that a financial institution that changes its disclosure policies must provide a revised notice and a new opportunity to opt out in writing, or, if the consumer agrees, in electronic form; and that a consumer opt out is effective until revoked by the consumer in writing, or, if the consumer agrees, in electronic form.

Significantly, the Proposed Privacy Rules also would provide that the consumer’s right to opt out never expires, and that the consumer always would have the right to opt out. If a consumer does not initially exercise the opt out right but later does exercise it, a financial institution would be permitted to continue to disclose nonpublic personal information about that consumer to nonaffiliated third parties for the period of time necessary to implement the consumer’s opt-out election.

Joint Marketing Exception to Non-Disclosure Requirement

• Under Title V, a consumer does not have the right to opt out, and the nondisclosure requirement does not apply, where (1) a financial institution provides nonpublic personal information to a nonaffiliated third party to perform services for or functions on behalf of the financial institution (including marketing of the financial institution’s own products or services or financial products offered pursuant to joint marketing agreements between two or more financial institutions), (2) the financial institution fully discloses such arrangement to the consumer, and (3) the financial institution enters into a contractual agreement with the nonaffiliated third party obligating the third party to maintain the confidentiality of the information.

The Proposed Privacy Rules would clarify that for the above exception to apply, the financial institution must (1) provide the initial privacy policy notice (which should include a description of the categories of information disclosed and the categories of third parties providing services under a joint marketing arrangement), and (2) enter into a contractual agreement with the third-party service provider (which may be a joint marketing agreement) that (a) requires the third party service
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provider to maintain the confidentiality of the information to at least the same extent that the financial institution must maintain that confidentiality under the Proposed Privacy Rules, and (b) limits the third party's use of the information solely to the purposes for which the information was disclosed or as otherwise permitted by the Proposed Privacy Rules.

Other Exceptions to Non-Disclosure Requirements

• Title V also exempts from non-disclosure and opt out requirements consumer information that: (1) is necessary to effect or enforce a consumer-requested or initiated transaction; (2) is needed to protect the confidentiality of the institution's records pertaining to the individual or to prevent fraud; (3) is given to a person holding a legal or beneficial interest relating to the consumer, to persons acting in a fiduciary capacity on behalf of the consumer, to insurance rate advisory organizations or to a consumer reporting agency in accordance with the federal Fair Credit Reporting Act; (4) is required or permitted to be given in accordance with the Right to Financial Privacy Act of 1978, or to comply with any federal, state or local laws; or (5) is disclosed in connection with a proposed merger or acquisition of a business and concerns solely consumers of such business. A financial institution also may obtain the consumer's consent to the disclosure of nonpublic personal information about that consumer to nonaffiliated third parties.

The Proposed Privacy Rules would clarify many of the above exceptions contained in Title V. For example, the Proposed Privacy Rules would define "necessary to effect, administer or enforce a transaction" as that term is used in the first of the above exceptions in Title V.

Enforcement

• The requirements in Title V are to be enforced by the financial institution's federal functional regulator, if it has one (i.e., the Agencies, the National Credit Union Administration, Treasury and the SEC), or its state insurance authorities (in the case of insurance companies), or, for all other entities, the Federal Trade Commission. A violation of Title V will be considered a violation of the law administered by the relevant agency and subject the violator to the penalties prescribed under that law.

The Proposed Privacy Rules would not deal with enforcement of the requirements of Title V and the Proposed Privacy Rules.

Interrelationship with State Law and the FCRA

• Title V supersedes state law only to the extent the state law is "inconsistent" with Title V. A state law, however, is not "inconsistent" with Title V if the state law affords "greater protection" to the consumer than does Title V. Title V also explicitly indicates that, except for three conforming amendments set forth in Section 506, it generally is not intended to modify, limit or supersede any of the provisions of the FCRA.

The Proposed Privacy Rules similarly would provide (1) that they should not be construed as superseding, altering or affecting any state law, except to the extent such state law is inconsistent, and then only to the extent of the inconsistency, and that a state law will not be considered inconsistent if it affords greater protection to any consumer than Title V, and (2) that they should not be construed to modify, limit or supersede the operation of the FCRA.

Proposed Effective Date

• Title V provides that, except for Sections 504 (dealing with the regulatory authority and rulemaking) and Section 506 (dealing with amendments to the FCRA), it is to take effect 6 months after the date on which the final privacy rules are promulgated, unless a later date is specified in such final privacy rules. Title V requires that the final privacy rules be promulgated by May 12, 2000.

The Proposed Privacy Rules contemplate an effective date for the final privacy rules and Title V of November 13, 2000 for financial institutions covered by the Proposed Privacy Rules.

The Proposed Privacy Rules also would provide that, no later than 30 days after the effective date of the final privacy rules, a financial institution must provide an initial privacy policy notice to all consumers who were customers of the financial institution on the effective date.

Agencies Invite Comments

In the preamble to the Proposed Privacy Rules, in addition to comments of the Proposed Privacy Rules as a whole, the Agencies invited comments on the following specific issues, among others:
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- Whether including examples in the rules is useful and suggestions on additional or different examples that may be helpful in illustrating compliance with the rule.

- On the two alternatives for the definition of “nonpublic personal information,” and whether either definition would cover information about a consumer that contains no indicators of a consumer’s identity (e.g., aggregate information concerning a loan portfolio).

- On the definition of “personally identifiable information.”

- Whether information should be viewed as publicly available if it could be obtained (rather than actually being obtained) from government records, widely distributed media or legally required disclosures to the general public, and what information is appropriately considered publicly available, particularly in the context of information available over the Internet.

- Who should receive an initial privacy policy notice where there is more than one party to an account.

- On the regulatory burden of providing the initial privacy policy notices and on the methods financial institutions anticipate using to provide the notices.

- Whether there should be exceptions to the requirement that financial institutions provide the initial privacy policy notice at the time of the creation of a customer relationship.

- Whether the examples provided in the Proposed Privacy Rules as to when a customer relationship is terminated are adequate.

- On the regulatory burden of providing the annual notices and on the methods financial institutions anticipate using to provide the notices.

- On how the “opt-out” right should apply in the case of joint accounts.

- On whether 30 days is a reasonable opportunity to “opt out” in the case of “opt-out” notices sent by mail, and whether an example in the context of transactions conducted using an electronic medium would be helpful.

- On the likely burden of complying with the requirement to provide “opt-out” notices, the methods financial institutions anticipate using to deliver the “opt-out” notices, and the approximate number of “opt-out” notices they expect to deliver and process.

- Whether the privacy rules should require a financial institution to take steps to assure itself that a product being jointly marketed and the other participants in a joint marketing agreement do not present undue risks for the financial institution, and whether additional requirements regarding the joint marketing exception should be promulgated.

- Whether safeguards should be added regarding the consumer consent exception to the notice requirements contained in Title V to minimize the potential for consumer confusion.

- Whether 30 days after the effective date is enough time to permit a financial institution to deliver the required initial privacy notices.

Practical Problems Posed by Title V

What may make Title V and the privacy rules problematic for lenders and servicers (and others affected by its provisions) is not so much the requirement that a financial institution disclose its privacy policies and permit customers to “opt out” of disclosure of nonaffiliated third parties, but how to ensure adherence to those policies. Financial institutions will need to take the following steps, among others:

- Gain an intimate understanding of their current practices regarding obtaining and sharing customer information.

- Develop an understanding of the requirements of Title V and the privacy rules.

- Determine whether the privacy laws of any applicable jurisdictions impose stricter standards on dissemination of customer information such that they would not be preempted by Title V and the privacy rules.

- Develop compliance programs designed to bring their practices in line with the applicable legal requirements (whether they be Title V and the privacy rules or more stringent state law requirements).

- Test the compliance programs to ensure that controls are adequate, “opt-out” elections are being handled properly, etc.